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Adjust your computer’s settings

System and Security

Review your computer's status

MNetwork and Internet

Connect to the Internet

View network status and tasks

Choose hemegroup and sharing eptions

/ Hardware and Sound
* View devices and printers
Add a device

Programs

Uninstall a program

R
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Wiew byt Category ¥

User Accounts

8

# Add or remove user accounts

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input methods
Change display language

Ease of Access
Let Windows suggest settings
Optimize visual display

M
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@Uv|¢a » Cantral Panel » Systern and Security »

Control Panel H .
i Action Center

® System and Security :

Netwaork and Internet

E,& 1

Hardware and Sound
Check firewall status
Programs

User Accounts System

Appearance and

B Device M
Personalization r& evice Mianager

Clock, Language, and Region \F—']; Windows Update

Ease of Access -

Power Options
Change battery settings

'@' Schedule tasks

Review your computer's status and resolve issues
Restore your computer te an earlier time

Windows Firewall ="

Allow a program through Windows Firewall

View amount of RAM and processor speed

Turn autematic updating on or off

Require a password when the computer wakes
Change what the power buttons do

BitLocker Drive Encryption
Protect your computer by encrypting data en your disk

Administrative Tools
Defragment your hard drive

’Eﬂ' Change User Account Control settings

'Eﬂ' Allow remote access | See the name of this computer

Check for updates | View installed updates

Change when the computer sleeps
Manage BitLocker

'E‘E' Create and format hard disk partitions '@' View event logs
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Control Panel H . . .
S - Help protect your computer with Windows Firewall

Allow a program or feature Windows Firewall can help prevent hackers or malicious software from gaining access to your computer
through Windows Firewall \thrnugh the Internet or a network.

@ Change notification settings How does a firewall help protect my computer?
'@ Turn Windows Firewall on or What are network locations?
off =
/] : (w)
) Restore defauls . @ Home or work (private) networks Not Connected (¥
Advanced setti ? }
e . r-@ Public networks Connected (&)

Metworks in public places such as airports or coffee shops

Windows Firewall state: On

Incoming connections: Block all connections to programs that are not on the
list of allowed programs

Active public networks: = Unidentified network

Motification state: Do not notify me when Windows Firewall blocks a
new program

See also
Action Center
Metwork and Sharing Center
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Allow programs to communicate through Windows Firewall

To add, change, or remove allowed programs and ports, click Change settings.

What are the risks of allowing a program to communicate? Change settings

Allowed programs and features:

Mame Home/Waork (Private)  Public  *

[W|BITS Peercaching O ‘:‘
[ BranchCache - Content Retrieval (Uses HTTP) O o |
[ BranchCache - Hosted Cache Client (Uses HTTPS) O O N
[ BranchCache - Hosted Cache Server (Uses HTTPS) ] O
[ BranchCache - Peer Discovery (Uses W5D) O ]
[ Client for NFS [} O
[ Core Metworking O O
[ Distributed scan client components [} O
[ Distributed Transaction Coordinator O O
[JFile and Printer Sharing O O
CIFTP Server [} O
O HomeGroup O [ .
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\ Allow another program...
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Add a Prograrm

Select the program you want to add, ar click Browse ko find one that is not

listed, and then click Ok,

Frograrms:

off EWF Manager
[H gieckhoff FRWE Manager
@Intel@ Rapid Storage Technology
@Internet Explorer

@ IPC-FeatureManager

%UPS configuration

nQ.Winduws Remote Assistance

“# w5 Viewer

ang

Path: C:\Program Files\BeckhofFBeckhoff Ew

‘what sre the risks of unblocking a program?

‘ou can choose which network location bypes to add this program to,

[ Mekwark location types. ., ] [ Add J [ Cancel
her
[ s
6 7Ei57E B F T4 %] TcModbusSrv.exe,

ﬂ Browvse
1 'O | b Computer » CX1800-0411-0009+.3.92 (C:) » TwinCAT » Functions » TF6250-Modbus-TCP » Win32 » Server - |‘y|
Organize « New folder = - [ @

A Favorites \;]me ‘ Date madified Type Size
Bl Desktop TehodbusSheexe 743172019 10:35 AN Bpplication 367 KB
& Downloads TehodbusSreCfg.exe 11/4/2013 4:57 Phd Application 92 KB
a o

ol Recent Places

o Libraries
@ Documents
J” Music
(=] Pictures
B videos

il Computer
'E, Cx1800-0411-0008

@ BECKHOFF (D)

‘*j Metweark

File name:

~ [ppl

ications (*.exe;*.com;*icd) VI

[

Qpen J [ Cancel ]
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Allow progr
To add, change,

Add a Program @

What are the risk Select the program you want o add, or click Browse to find one that is not

listed, and then click Gk, EngEsethings

Allowed progr.

Programs:
Name CdlBeckhoff EWF Manager Public =
- i
[ EITS Peerc I;|Backhoff F?WF Manager
@Intel@ Rapid Storage Technology
O BranchCad] p=
(=2 Internet Explorer
O BranchCad]

e IPC-FeatureManager

[ BranchCad
[ BranchCaq
[ Client for oEL Windows Remote Assistance
[ Core Netw| ~oH ¥P'S Viewer

I]EIEII]EIEII:IEIEIEIEII
—a

[ Distributed
[ Distributed
Dlfileand P poy, CATWIRCAT\FUnctions| TF6250-Madbus-TCPY
CIFTP Server
[JHomeGrod  ‘hat are the risks of unblocking & program? 2
‘fou can choose which network location b i to, Remaove
metwork location types. .. Add Cancel ]

€r program...
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Allow programs to communicate through Windows Firewall

To add, change, or remove allowed programs and ports, click Change settings,

What are the risks of allowing a pregram to communicate? Change settings

Allowed programs and features:

MName Home/Work (Private] Public =
[ Secure World Wide Web Services (HTTPS) O m}
[ SNMP Service [m] O
=TINATE - -
I cModbusSrv Module I
] ]
[ Telnet server Remote Administration m} [m|
winCAT ADS (TCP) T
[ TwinCAT ADS (UDP) ‘E‘
[JWeb Management Service (HTTP) O [
[ Windows Collaberation Cemputer Name Registration Service O [m]
[ Windows Cemmunication Foundation
[0 Windows Firewall Remote Management | o -
Det: Remove

Allow another program...




